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LW DDR specification
1 This document
This document describes the new and changed functionality to be implemented for DDR to LicenseWeb.

The term report used in this document is defined as:

The data-set (according to the defined XML-definition) describing the activity for one wellbore on one drilling day (normally from 00:00 to 24:00, but exeptions as 06:00 – 06:00 will also be handled).
2 Related projects and work
A separate project defines details for the XML and PDF report. The DDR work depends on the final input from this project, and this specification can not be finalized without these definitions setteled and analyzed.
LicenseWeb’s existing functionallity, routines and organization is used in many aspects for the final solution.
3 Overview
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· Drilling data is extracted from the operators’s drilling systems (as done today)
· The data set will then be posted to LicenseWeb using LW Web Services

New DDR LicenseWeb functions

· Receive the data set from the operator through LW Web Services

· Validate the dataset towards DDR schema rules

· Validate the dataset towards NPD naming conventions*. 
· Transform the DDR dataset to a standard PDF-report. 
· Store the DDR XML data and the PDF-version in secure LicenseWeb partner area.
· Publish DDR XML data and PDF-version to the partners through LW Web Services
*Replication of data fram PSA/NPD’s system into LW to make the validation possible.
The communication in this solution is using LicenseWeb WebServices with security handling according to the LicenseWeb requirements:

· Using WS-Security with security-certificates

· Ssl2 encryption.

4 Storage in LicenseWeb
4.1 Folder

The reports will be stored according to the recommended folder structure in LicenseWeb:  Subsurface/Wells/wellbore-name/03 Drilling operations/Daily drilling activity  
The storage-function will create these folders if not existing when importing the reports.

The folder path will be entered as input-parameter to the sending; making it possible to adapt to future changes in folder structure.
4.2 Versions and renditions

Standard LicenseWeb versions and renditioning will be used:
· If new report is sent for same date as an existing report, the new report will be stored as a new version of the same report. When a user searches/browses for a report, and opens it, only the latest version is visible. But the older versions are available for listing and inspections using the standard LicenseWeb function “Versions”. The version label shall be defined according to the definition in the report file (preliminary/normal/final).
· The PDF report will be stored as a rendition to the XML-file. This means that it’s the PDF report that is listed, and default opened for view. The XML-file is available using the standard LicenseWeb function “Renditions”, and can be retrieved using the WebService.

Handling of corrections/additions to reports

· The storage is based on the principle that all sendings contains a complete daily report. Even if there is only need to correct/add a minor part of a daily report, a complete report shall be re-sent. 
· There is no possibility to check that a report contains the complete data for the day as long all mandatory information is present. If a company re-sends only parts of the data this will be handled without any error messages, stored as a new version of the report.

4.3 Attribute settings in LW

	Attribute in LW
	Value

	Title
	Date extracted from dTimEnd in the XML

	Committee
	N/A

	Archive
	Y

	Final version
	N

	Publish
	Y

	Published retention date
	LW default (end of next year)

	Version label
	Extracted from the XML-file

	Approval status
	Not for approval

	Optional info, Company reference and Sort order
	Blank


4.4 Security

Standard LW permission setting will be used:

· The reports will inherit security settings (ACL) from the folder.

· When needed to restrict the access (tight wells), the operator’s responsible for the drilling operation instruct the license’s LW-coordinator to set the restriction. He/she is also responsible or instruct the license’s LW-coordinator when the access should be “opened”.

Recommendations for standard security definintion for the actual folder in LW

· Create a specific group, license-wg-DDR, where the user defined to perform the transfer is member.

· Create a specific ACL, license-acl-DDR, which contains the same definitions at the default ACL, in addition to write permission for license-wg-DDR. 
This makes it possible to prevent the transfer-user to have access to other parts of the license data. 

4.5 Search and retrival of the reports

The reports can be accessed using standard LW functions:

Browse: Users can browse the folder structure for the reports.
Search: The reports will be searchable by using the existing “Witsml search”, where the reports can be searched by date and date intervalls (last day/week/month/year and from-to date). In addition the standard folder specification function can be used, to define the search within all licenses (the user has access to), a specific license or a specific well.

Views: The reports will not appear in the views in LW (updated documents etc)
5 Sending DDR to LicenseWeb

The sending to LW will be based on automatic computer-to-computer sending using WebServices; no manual interface will be made. This will use same format and basically the same process as the automatic sending to PSA. The companies can choose between:

· One sending/file for each report.
· Several reports sent in one file. Can be reports for several wellbores, several days or a mix of both. Will be splittet into different reports (by heading) when received. 
6 Validations and transformations

The validations and transformations will be done in following steps:

1. Check for valid user-id and password.
2. If a sending covers several reports, split the file into one report for each wellbore and day. (One report for each report-heading in the sending.)
3. Validate dataset towards DDR schema rules. 

4. Validate dataset towards NPD naming convensions. This validation will be done against LW’s internal copy of the validation data.  

5. Lockup in internal tables (with replicated content from PSA) to retrive licensename based on the well-name in the report. Licensename is vital for the LW storage.
6. Check that the license exists on LW, and that the user has access to the actual license.
7. Transform the DDR dataset to the defined standard PDF-report. There will be no company/well-specific variation regarding layout etc.
8. Store the report in LW

The steps will have 2 possible exits:

· Failure: Error reported back to sender. The error message needs to be inspected, the error corrected and new file must be sent for the reports where error(s) were detected.  
· OK: Confirmation is reported back. Next step is performed.

Remark: If a sending contains a mix of rejected and accepted reports, the accepted reports are completely stored, while only the rejected will be needed to re-send.  (The system will also handle complete resending of all reports.)
7 Replication of validation data from NPD/PSA

LW will daily replicate data needed for validation from NPD/PSA’s fact pages. 
Following data will be validated:
· Wellbore name

· 
· NPDID-wellbore
· Facility_id

· Facility_code

Check for valid “version kind” is a part of the DDR schema validation.

In addition, License will be detected and validated based on the data from NPD/PSA.
LW will replicate data each morning approx at 06:00, timed between the nightly data update and the import of reports.

8 Extraction of data from LicenseWeb

The LW web services will be extended for extraction of drilling reports. Input parametres will be:
· License

· Wellbore
· Report-date (exact date or to-from date)

· XML, PDF or both

The reports will be extracted as single files, one file for each report. 
9 Documentation

Following documentation will be delivered in this project

· LW administration: Guidelines regarding the administration of the LW storage, the work for LW administrators and report responsible persons. Will include references to (no duplicates of info) to relevant LW documentation.
· Technical setup and maintenance: Instructions of how to set up and maintain the reporting, for the companies’ technical personell. Will include an example client for sending to LW and an example client for extraction from LW..
· System documentation: Description for the developers, including interface to NPD’s fact pages data.
10 Test and implementation activities

10.1 Test

Testing will be done in several steps.

· Test of replication with NPD/PSA fact pages

· Tieto internal test of the solution

· “Real” test on historical data. A well/operation is selected for test, and new SW installed. Several reports can then be run in a short time-span, and can be checked against the existing reports.
· “Real” test on ongoing well/operation.

The project group needs to nominate representative candidates for the test, operations with several partners are preferred.

The test will be detailed planned during the development phase of the project.

10.2 Implementation/go live activities

The relevant LW resources must be informed about new format and routines.

Data /drilling report responsible must be aware of the new procedure, ref chapter 4.4 – Security settings.
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